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[bookmark: _Toc462478989]Abstract of the contribution: This contribution proposes to relocate the PSA by the SMF upon a DNS-based discovery for Edge Application Servers.
1	Introduction
This contribution proposes a solution for Edge Application Server (EAS) Selection for the scenario where the UEs are Edge Computing Service agnostic. 
The proposed solution supports the “Distributed Anchor Point” connectivity model by starting from a PDU session with a centralized anchor. The SMF receives the DNS request related to an EC service based on which it initiates session re-anchoring to a local PSA. A related procedure where the receiver of the DNS request related to an EC service is a separate DNF AF is presented in Solution 6.x.
2	Proposal
*********** Start Changes ***********
6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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**********Start Changes (all new) *************
[bookmark: _Toc500949097][bookmark: _Toc23255036][bookmark: _Toc26346408][bookmark: _Toc26346621]6.X	Solution #X: DNS triggered re-anchoring
[bookmark: _Toc19026900][bookmark: _Toc19034311][bookmark: _Toc19036501][bookmark: _Toc19037499][bookmark: _Toc19048012]6.x.1	Solution description 
This solution addresses the Key Issue #1: Discovery of Edge Application Server (EAS). The UE is Edge Computing Service agnostic. 
The proposed solution supports the “Distributed Anchor Point” connectivity model. It is assumed that at PDU session establishment the UE uses a central PSA. The transition to the “Distributed Anchor Point” model takes place when the UE issues a DNS request related to an EC service. The SMF is involved in the DNS communication of the UEs authorized for edge services (e.g. at session establishment the SMF configures the required steering in the UPF). The DNS discovery request is received by the SMF that authorizes the UE/service and checks if PSA relocation is needed and then initiates the re-anchoring procedure. 

[bookmark: _Toc26773893][bookmark: _Toc26346623][bookmark: _Toc26346410][bookmark: _Toc23255038]6.X.2	Procedures

The solution uses a DNS component functionality embedded into the SMF. This is shown in Figure 6.x.2.2-1 below.	



Figure 6.x.2.2-1 PSA relocation during Edge Application Server Discovery using DNS component in SMF
1. The EC service is identified by a FQDN, the AS-FQDN. The application in the UE does a DNS discovery request to discover the EAS. The DNS request is forwarded by central PSA (UPF1) to the SMF.
2. The SMF extracts the FQDN and checks whether the App (FQDN) triggers re-anchoring for Edge Breakout. If yes, then it buffers the DNS request. That decision could either be based on SLA information locally configured in SMF, or on the PCCs received from PCF for the PDU Session.
Note that Steps 1 and 2 assume DNS query triggering the procedure. Other alternatives are also possible, e.g., the MNO uses a DPI engine (e.g., at the UPF) to differentiate traffic of specific applications. Discovery of certain applications for certain users will then trigger procedure. Such traffic differentiation can be based in DPI as an example on the TLS client hello Server Name Indication (SNI), on destination IP ranges published or provided by the Application provider, etc. 

3. The DNAI provided does not point to a specific location but represents the closest PSA to the UE. SMF shall select a UPF/PSA closest to the user. [Conditional, if latest UE Location is not available] SMF gets UE location from AMF by invoking Namf_EventExposure service with OneTime Report type (as in TS 29.518, ch 5.3.1).
4. SMF initiates re-anchoring to the selected local UPF2/PSA. Both SSC mode 2 and SSC mode 3 solutions can be applied. Usage reporting for the relevant EC flows is activated to track activity. 
   NOTE: inactivity reports from UPF2 may later trigger another re-anchoring back to a central PSA. 
5. SMF drops the DNS request.
6. The UE sends again the DNS (after expiration timer at the UE). The DNS request goes through the Local PSA to the DNS resolver provided at the session establishment of the new session, and it is resolved to an Edge AS as described in Solution 6.X.
The Application Traffic then starts towards the selected Edge AS.

[bookmark: _Toc26773894][bookmark: _Toc26346624][bookmark: _Toc26346411][bookmark: _Toc23255039][bookmark: _Toc19026902][bookmark: _Toc19034313][bookmark: _Toc19036503][bookmark: _Toc19037501][bookmark: _Toc19048014]6.X.3	Impacts on Existing Nodes and Functionality
· [bookmark: _GoBack]SMF: the additional logic needed and usage of existing 5GC procedures should be described in the 3GPP specifications according to Clause 6.x.2.2 above.
· It is FFS whether existing 5GC procedures require additional changes (e.g. policies to the DNS functionality).

*************** End Changes ***************
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